
DIVERSE ROUTING IN NETWORKS 
WITHOUT DISJOINTNESS 

CONSTRAINT USING PROBABILISTIC 
FAILURES 

K.SOMASUNDARAM 
PG Scholar  

SNS College of Engineering 
ksomasundaram2009@gmail.com 

Abstract- To develop a various routing theme for coping with multiple, presumably related to failures. 
Isolated single link failures is effectively restrained disjoint path protection, however mechanisms for sick 
from multiple failures isn't warranted. especially, events like natural disasters or intentional attacks will 
result in multiple related to failures, that recovery mechanisms don't seem to be well understood. so as to 
agitate these problems, a probabilistic read of network failures are created wherever multiple failure 
events will occur at the same time, and supported this, sure algorithms are developed that is employed for 
locating various routes with minimum joint failure chance. Therefore, a Probabilistic Shared Risk Link 
cluster (PSRLG) framework is developed for modeling related to failures. during this context, the matter 
of finding two methods with minimum joint failure chance is developed as associate number Non-Linear 
Program (INLP), and additionally the approximations and linear relaxations which will realize nearly 
best solutions in most cases are developed. 
Keywords- PSRLG, INLP, Linear relaxations, Correlated  failures. 

I. INTRODUCTION 
 Wired native space Networks build use of local area network cables and network adapters. varied 
computers may be wired to 1 Associate in Nursing other by victimization an local area network crossover cable. 
Wired LANs additionally want very important devices like hubs, switches, or routers to assist any computers. 
For dial-up connections to the web, pc hosting the electronic equipment ought to administer web association 
Sharing or similar code to share the reference to each alternative computer on the network. Broadband routers 
allow easier sharing of cable electronic equipment or line web connections, what is more they typically embody 
intrinsically firewall. local area network cables ought to proceed from every laptop to a unique laptop or to the 
central device. The correct cabling configuration for a wired local area network differs betting on the merge of 
devices, the shape of web association. Following hardware installation, the lasting steps in configuring either 
wired or wireless LANs don't distinction an excellent deal. Equally consider normal web Protocol and network 
OS configuration choices. The instrumentation is cheap. several computers have a wired network adapter. Wired 
networks transfer data a lot of fleetly. Wired networks square measure usually safer than wireless networks. All 
wired networks dissent from one another. the foremost acquainted style of wired network is Associate in 
Nursing local area network. 
A. Network Failures 
 This paper deals with protection in communication network switch correlative probabilistic link 
failures. the target of protection is to produce reliable communication within the event of failure of network 
parts like nodes or links. Such protection mechanisms area unit classified as link protection and path protection. 
Link protection recomputed associate degree alternate path for every link, and recovers from a link failure by 
rerouting the traffic on its planned path. In distinction, path protection assigns 2 ways, a primary and a backup, 
to every affiliation, and also the traffic is switched onto the backup path just in case of primary path failure. 
Therefore, the first and backup ways got to be disjoint, otherwise the 2 ways can fail at the same time if a link or 
node shared by the 2 ways fails. During this paper, path protection is targeted. The disjoint-path based mostly 
protection effectively addresses the case of one purpose failure, however if quite one failure occur weekday 
identical time, protection isn't bonded since each ways might fail at the same time. There area unit many factors 
that may cause multiple failures. First, trendy communication networks area unit deployed over associate degree 
glass fiber network, then multiple communication links will share identical fiber within the optical layer. 
Consequently, any fiber cut will cause the failure of all the (upper-layer) communication links sharing that fiber. 
Second, multiple link failures will occur if the second link fails before the primary was repaired. Third, natural 
disasters or attacks will destroy many links at the same time. 
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B. Shared Risk Link Group (SRLG) 
  The idea of Shared Risk Link cluster (SRLG) has been planned so as to handle multiple correlate link 

failures consistently [1]. associate SRLG could be a set of links sharing a standard physical resource (cable, 
conduit, etc.) and so there's a risk of failure. during this context, Bhandari 1st studied therefore known as 
Physically Disjoint ways (PDP) downside in [7], and planned a shortest PDP algorithmic rule for explicit 
topologies. Since this pioneering work, there has been an oversized body of labor [5],dealing with multiple 
failures within the context of SRLGs. 

  In [19], Hu showed the NP-completeness of the SRLG-Disjoint ways downside (SDPP) wherever 
SRLG-disjoint ways area unit 2 ways touching no common SRLG. All of the previous SRLG works assume that 
after associate SRLG failure event happens, all of its associated links fail at the same time. Here, we have a 
tendency to generalize the notion of associate SRLG to account for probabilistic link failures. This generalized 
notion permits U.S.A. to model correlate failures that will result from a natural or semi synthetic disaster. as an 
example, within the event of a natural disaster, some, however not essentially all, of the links within the 
neighborhood of the disaster is also affected. 

  Such failures can't be represented employing a settled failure model, and this raises the necessity for a 
scientific approach for managing correlate probabilistic link failures. we have a tendency to address this issue by 
modeling SRLG events probabilistically so upon associate SRLG failure event, links happiness to it SRLG fail 
with some chance (not essentially one). Our probabilistic SRLG model is applicable to variety of real-world 
failure eventualities. Some examples include: (i) WDM Networks wherever the sunshine ways traversing a fiber 
kind associate SRLG and fail (with chance worth as 1) within the event of a fiber cut, (ii) Satellite/wireless 
communication links wherever links area unit subject to outage within the event of weather condition. during 
this case, the satellite links suffering from the weather event kind associate SRLG, and will fail with some 
chance, (iii) Electro Magnetic Pulse (EMP) attack: EMP is associate intense energy field that may instantly over 
load or disrupt various electrical circuits at a distance [23]. within the event of associate EMP attack, the fiber 
links within the neighborhood of the attack could have a high chance of failure and people distant from the 
attack would fail with low chance attributable to signal attenuation, and (iv) Natural/man-made disasters like 
earthquakes or floods wherever communication links within the neighborhood of the disaster could fail. as an 
example, associate submarine cable was cut throughout the Taiwan earthquake of 2006,disrupting most 
communications out of Taiwan. Similarly, throughout the Baltimore tunnel hearth in 2001 [11], the fireplace 
liquefied away the fiber on the tunnel, leading once more to an oversized range of correlate failures. 

  There area unit variety of papers managing probabilistic link failures [20]. Typically, they take into 
account the availability(i.e., probability) that a affiliation is within the operative state, and get to seek out a path 
combine satisfying minimum availableness requirement[20], [24] or a path combine with most availableness. 
whereas the on top of works assume freelance link failures, there are efforts to trot out correlate failures. In[21], 
the link failure chance is extended and outlined as a perform of SRLG parameters to account for correlate 
failures. particularly, in [21], the trail failure chance is outlined because the magnitude relation of the range of 
touched SRLGs to the entire number of SRLGs. underneath this model, [21] considers the matter of finding a 
combine of primary and backup ways that satisfy joint responsibility demand. 

       This model generalizes the standard idea of SRLG-disjointness, such if the joint dependableness of 
primary and backup methods is letter of the alphabet, then it means that they're disjoint with relevancy letter of 
the alphabet fraction of SRLGs. However, underneath this model, link failures area unit settled, given Associate 
in Nursing SRLG failure. Hence, this model can't be directly applied to the case of correlate failures with 
uncertainty which will occur as a result of disasters and attacks. In [15], a primary/backup path allocation 
drawback is outlined to search out a try of methods having minimum joint failure likelihood. They adopt a 
correlate link failure likelihood model wherever the correlation between the links is delineate by their joint 
failure likelihood. This correlation model needs exponential variety of conditional chances normally, prohibiting 
an easy formulation. as a result of this problem, they take into consideration solely the primary order correlation, 
i.e., the correlation between pairs of links. 
C. Various Routing in Associate in Nursing SRLG 

  Take into account finding a try of methods with minimum joint failure likelihood in a very network 
wherever the link failures occur at random and area unit probably correlate. thus an alternate model that permits 
an easy formulation and captures the essence of correlate link failures is projected. This model assumes that 
when Associate in Nursing SRLG failure event happens, its associated links fail with some chances. Thus, the 
correlation exists among the links only if they belong to a similar SRLG. Clearly, this model will be viewed as a 
generalization of the standard (deterministic) SRLG model. The contributions area unit summarized as follows: 
The SRLG framework is generalized to a probabilistic SRLG (PSRLG). This new framework allows to 
effectively model correlate link failures, and develop economical formulations to otherwise unmanageable 
issues involving correlate link failures.  
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  Therefore, Mathematical formulations area unit developed for the matter of finding a try of methods 
with minimum joint failure likelihood. This new approach allows the generalization of disjoint path protection 
schemes to the case of multiple(probabilistic) failures. Heuristic algorithms are developed for locating a try of 
methods with minimum joint failure likelihood. These algorithms area unit supported linear approximations and 
Lagrangian relaxations, and area unit shown to search out nearly best solutions. This info is employed for failure 
identification moreover as survivable routing. However, it usually contains errors as a result of traffic 
engineering and recovery mechanism. Note that with this incorrect SRLG knowledge the survivable routing 
drawback is best handled probabilistically as in our PSRLG model. 

II. PROBLEM STATEMENT 
 To find Associate in Nursing best path try with minimum joint failure likelihood for various routing. 
take into account directed network graph G = (V,E) wherever V could be a set of nodes and E could be a set of 
links. within the following we have a tendency to generalize the standard notion of Associate in Nursing SRLG 
to incorporate probabilistic correlate failures. to produce protection in communication networks with correlate 
probabilistic link failures, that realize the trail try with minimum joint failure likelihood. 

III. EXISTING WORK 
A.  PSRLG-Based correlate Failure Model 

  We take into account one SRLG model wherever just one SRLG failure event will occur at a time. Let 
Pir 

B. Path try drawback with Disjointness Constraint 

be the likelihood that the failing SRLG is r associated with R is up to one. we have a tendency to seek advice 
from this model because the reciprocally exclusive PSRLGs. Note that the standard settled SRLG model 
additionally assumes one SRLG failure, so our model of reciprocally exclusive PSRLGs could be a probability-
wise generalization of the standard model. 

 The path try drawback with disjointness constraint means there ought to be no sharing of links between 
the first path and secondary path. this can be as a result of if they're shared, then once Associate in Nursing 
SRLG event r happens, then most likely each the methods x and y can fail with the chances F1(pr, x)and F1(pr

• Independent link failure and 

, 
y) severally. this can be as a result of during this case of path try drawback with disjointness constraint, (a, b) 
into the first path are calculated exploitation the likelihood values Associate in Nursing, once an failure event 
happens, the secondary path are calculated supported the disjointness constraint, as a result of that any of the 
links that were employed by the first path before the failure event mustn't be thought of for secondary path 
calculation. thus finally the obtained path should be having minimum failure likelihood. PSRLG effectively 
address SRLG events probabilistically so upon AN SRLG failure event, links happiness to it SRLG fail with 
some chance. This PSRLG model is effectively appropriate for several universe eventualities. like 1)Optical 
fiber cut, 2) Natural or synthetic disaster, 3)Electro Magnetic pulse attacks etc. In PSRLG model could be a 
generalization of the normal SRLG model, and allows U.S. to trot out correlative probabilistic link failures. For 
single source-destination try, take into account s – as a supply and t – as a destination. Our objective is to search 
out a try of primary and backup methods from s to t with minimum joint failure chance. This drawback are 
going to be thought of victimization 2 completely different models: 

• PSRLG-based correlated link failure. 
C. Independent Link Failure Model 
 In order to gain insights into the problem, consider the independent link failure model with the simple 
case of finding a single path with minimum failure probability. With this information, the insights are gained in 
order to formulate the problem of finding a pair of  paths with minimum joint failure probability. 

IV. PROPOSED WORK 
A. Path Pair Problem without Disjointness Constraint 
In the path drawbacks while not disjointness constraint may be a necessary condition for living one link failure 
within the ancient settled failure model. However, during a probabilistic model, a link perhaps shared if it's 
glorious that the link is incredibly reliable. Therefore, since the links are shared in each the first and secondary 
methods, once Associate in Nursing failure event happens during a primary path solely those links that were 
littered with the failures have to be compelled to be removed. And with the remaining links, the secondary path 
are  calculated 
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FIGURE 1: Proposed System 

 In this paper, we tend to affect communication failure events that occur in a very partly connected mesh 
network. Communication failures occur thanks to failures in network parts like nodes or links. In network there 
square measure 2 kind of protection 

• link protection and 
• Path protection. 

 In link protection, failures square measure overcome by distribution the predefined links. within the 
different hand for path protection, the trail failures square measure overcame by finding primary and backup 
path. Primary path is employed to transmit and receive the information, if failure happens in primary path, then 
the backup path is taken into account. In path protection contemplate 2 main failures, 

• Single link failures 
• Multiple link failures. 

A. Single link failures 
 In path protection, single link failures ar merely overcome by assignment primary and backup path. 
each primary and backup path should be disjoint, which implies primary and backup cannot share same links.  
Solution: Disjoint-path based mostly protection. 
B. Multiple link failures 
In path protection, multiple link failures can not be self-addressed by disjoint-path based mostly protection. it's 
probably link failures in each primary and backup path, despite the fact that each ways are disjoint. There are 
many factors which will cause multiple failures. 

• In fashionable communication networks, fiber optical cables are used as a physical link. Single cable 
will transmit multiple logical links. Such fiber optical cable cut will cause multiple link failures. 

• Natural disasters or attacks will destroy many links. 
• Multiple link failures will occur if the second link fails before the primary was repaired. 
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• Electro Magnetic Pulse (EMP) attack: within the event of associate EMP attack, the fiber links within 
the neighborhood of the attack could have a high chance of failure and people distant from the attack 
would fail with low chance owing to signal attenuation. 

Solution: Multiple link failures are effectively self-addressed by Shared Risk Link cluster (SRLG).V. 
V.CONCLUSION 

 The different path protection issues during a network with multiple, probably related to, failures. In 
such a network, protection cannot be bonded by merely providing disjoint methods, and thus we've found the 
best various routes that maximize responsibility. to urge this result, at the start we tend to developed a 
probabilistic SRLG (PSRLG) framework. underneath this framework, once AN SRLG failure happens, then the 
links happiness to it SRLG fail severally, considerably simplifying the computation of the joint failure 
likelihood between 2 methods. this allows a straightforward formulation to the trail protection drawback 
underneath related to failures. the long run work of this project is done supported the usage of call trees 
wherever the various failures that occur during a network is solved  by distribution the likelihood values during 
a information and by playing effective mining operation, and conjointly by victimization the previous applied 
mathematics info if attainable, the foremost best answer is obtained. 

REFERENCES 
[1] D. Papadimitriou et al., “Inference of shared risk link groups,” Internet Draft.[Online]. 
[2] M. Fisher (1981), “The lagrangian relaxation method for solving integer programming problems,” Management Science, vol. 27, no. 1, 

pp. 1–18. 
[3] A. Peressini, F. Sullivan, and J. Uhl, Jr (1988), The Mathematics of Nonlinear Programming. New York: Springer-Verlag. 
[4] H. P. Benson (1996), “Deterministic algorithms for constrained concave minimization: A unified critical survey,” Naval Research 

Logistics, vol. 43, no. 6, pp. 765–795. 
[5] J. Armitage, O. Crochat, and J.-Y. Le Boudec (1997), “Design of a survivable wdm photonic network,” in IEEE INFOCOM, Kobe, 

Japan. 
[6] O. Crochat and J.-Y. Le Boudec (1998), “Design protection for wdm optical networks,” IEEE Journal of Selected Areas in 

Communications, vol. 16, no. 7, pp. 1158–1165. 
[7] G. Nemhauser and L. Wolsey (1999), Integer and Combinatorial Optimization. New York: John Wiley & Sons. 
[8] O. Crochat, J.-Y. Le Boudec, and O. Gerstel (2000), “Protection interoperability for wdm optical networks,” IEEE/ACM Transactions 

on Networking, vol. 8, no. 3, pp. 384–395. 
[9] K. Lee and K. Siu (2001), “An algorithmic framework for protection switching in wdm networks,” in National Fiber Optic Engineers 

Conference. 
[10] M. Carter et al (2001), “Effects of catastrophic events on transportation system management and operations: Baltimore, md - howard 

street tunnel fire,”US Department of Transportation Report. 
[11] E. Modiano and A. Narula-Tam (2002 ), “Survivable light path routing - a new approach to the design of wdm-based networks,” IEEE 

Journal on Selected Areas in Communications, vol. 20, no. 4, pp. 800–809. 
[12] Q. Deng, G. Sasaki, and C.-F. Su (2002), “Survivable ip-over-wdm: a mathematical programming problem formulation,” in 40th 

Allerton Conference on Communication, Control and Computing, Monticello, IL. 
[13] E. Oki, N. Matsuura, K. Shiomoto, and N. Yamanaka (2002), “A disjoint path selection scheme with shared risk link groups in gmpls 

networks,” IEEE Communications Letters, vol. 6, no. 9, pp. 406–408. 
[14] W. Cui, I. Stoica, and R. Katz (2002), “Backup path allocation based on a correlated link failure probability model in overlay 

networks,” in IEEE ICNP, Paris, France. 
[15] M. Steinder and A. Sethi (2002), “Increasing robustness of fault localization through analysis of lost, spurious and positive 

symptoms,” in IEEE INFOCOM. 
[16] D. Xu, Y. Xiong, C. Qiao, and G. Li (2003), “Trap avoidance and protection schemes in networks with shared risk link groups,” 

IEEE/OSA Journal of Lightwave Technology, vol. 21, no. 11, pp. 2683–2693. 
[17] H. Zang, C. Ou, and B. Mukherjee (2003), “Path-protection routing and wavelength assignment (rwa) in wdm mesh networks under 

duct-layer constraints,” IEEE/ACM Transactions on Networking, vol. 11, no. 2, pp. 248–258. 
[18] J.Hu, “Diverse routing in optical mesh networks (2003),” IEEE Transactions on Communications, vol. 51, no. 3, pp. 489–494. 
[19] J. Zhang, K. Zhu, H. Zang, and B. Mukherjee (2003), “Service provisioning to provide per-connection-based availability guarantee in 

wdm mesh networks,” in OFC, Atlanta, GA. 
[20] L. Guo and L. Li (2007), “A novel survivable routing algorithm with partial shared-risk link groups (srlg)-disjoint protection based on 

differentiated reliability constraints in wdm optical mesh networks,” IEEE/OSA Journal of Lightwave Technology, vol. 25, no. 6, pp. 
1410–1415. 

[21] A. Narula-Tam, E. Modiano, and A. Brzezinski ( 2004 ), “Physical topology design for survivable routing of logical rings in wdm-
based networks,” IEEE Journal on Selected Areas in Communications, vol. 22, no. 8, pp. 1525–1530. 

[22] C. Wilson. (2004) High altitude electromagnetic pulse (hemp) and high power microwave (hpm) devices: Threat assessments. 
[Online]. 

[23] J. Zhang and B. Mukherjee (2004), “A review of fault management in wdm mesh networks: Basic concepts and research challenges,” 
IEEE Network, 

[24] L. Guo, H. Yu, and L. Li (2004), “Joint routing-selection algorithm for a shared path with differentiated reliability in survivable 
wavelength-division multiplexing mesh networks,” Optics Express, vol. 12, no. 11, pp. 2327– 2337. 

[25] S. Boyd and L. Vandenberghe (2004), Convex Optimization. Cambridge University Press. 
[26] L. Shen, X. Yang, and B. Ramamurthy (2005), “Shared risk link group (srlg)-diverse path provisioning under hybrid service level 

agreements in wavelength-routed optical mesh networks,” IEEE/ACM Transactions on Networking, vol. 13, no. 4, pp. 918–931. 

K.Somasundaram / International Journal of Computer Science & Engineering Technology (IJCSET)

ISSN : 2229-3345 Vol. 4 No. 12 Dec 2013 1421


	DIVERSE ROUTING IN NETWORKS WITHOUT DISJOINTNESS CONSTRAINT USING PROBABILISTIC FAILURES
	Abstract
	Keywords
	I. INTRODUCTION
	II. PROBLEM STATEMENT
	III. EXISTING WORK
	IV. PROPOSED WORK
	V.CONCLUSION
	REFERENCES




